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Executive Summary

This document describes our proposal for a network packet trace analysis tool, which will be able to analyze a Snoop 2 packet trace.  It also details our risk assessment and resources which will be required for the project.  Finally, this proposal lists the monetary resources which will be required.

Work to be Completed
1. We will design and build a software package which will have the following capabilities:

1.1. The software will allow disassembly of network packets to compile lists of packet attributes.  Various fields will be obtained from the TCP and IP headers (stored in a Snoop 2 log file) to allow for the necessary statistical compilation.

1.2. The software will compile numerous statistics relating to the packets stored in the Snoop 2 file.

1.3. Graphical display - The statistics mentioned in 1.2 will be displayed graphically using appropriate methods of presentation (line chart, bar chart, etc.).

1.4. Graphical user interface - The user will be able to use a simple graphic interface, with the look and feel of Windows 95 System Monitor tool, to view statistics and interact with the software.

1.5. Output - The software will be able to generate text files of the statistics.

2. In order to build the software package, we will:

2.1. Learn the structure of a Snoop 2 file.

2.1.1. Since this software will analyze packets captured from an Ethernet-based network, we will learn the structure of Ethernet headers.

2.1.2. Since the data will be carried using the TCP/IP protocol suite, we will learn the structure of TCP packets, UDP packets and IP datagrams.

2.2. Learn how to program using Java.

2.2.1. We will learn how to create graphs and a graphical user interface.

2.2.2. We will learn how to use input/output to read in data from the Snoop 2 file and output data to text files.

2.3. Use object modeling techniques (OMT) and computer-aided software engineering (CASE) tools to design the software.

3. In order to verify the functionality of the software, we will design, document and execute test plans.

3.1. After each module or class is built, one member of the team will perform white box testing to debug the code.

3.2. As the modules are integrated, we will perform black-box testing to verify the functionality of the software.

3.3. Once the system is fully integrated, we will use equivalence partitioning in order to verify that the software meets all of the specifications.

4. The documents which will be delivered along with the software package are:

4.1. Specifications

4.2. Detailed design document

4.3. White-box test plan

4.4. Integration and system test plan

4.5. As-built report

4.6. User’s manual

5. The software will be delivered on 3.5” high-density floppy disks.

6. The target platform for the software will be the Java Virtual Machine.  This is an execution environment which has been ported to numerous hardware platforms, most notably the Windows family of operating systems, Macintosh OS and many flavors of Unix, including Sun Solaris.

Date of Expected Completion

The project will be completed by May 1, 1998.

Risk Assessment

1. Risk:  Steep learning curve for Java.

1.1. Analysis:  The probability that this will be a problem is medium.  None of the team members have a working knowledge of Java, but we are confident that we can learn the necessary skills.  The impact of this problem would be very high, as we would not be able to successfully complete the project if we could not learn Java.

1.2. Priority:  1 - This is our highest priority risk which we wish to avoid.

1.3. Management Strategy:  We will avoid this risk by obtaining books and other documentation regarding Java and learn about the language.  If we cannot avoid this risk, we plan to mitigate it by implementing the software in C++ instead of Java.

2. Risk:  Specifications change during the course of the project.

2.1. Analysis:  The probability that we will encounter this circumstance is high.  Even though we have worked extensively with our client, US Software may see the need for the software to be able to display statistics which are not currently included in the specifications.  The impact this will have is medium, as it would not cause too much of a disruption to our schedule at this point.  As we progress, however, the potential impact increases.

2.2. Priority:  2

2.3. Management Strategy:  We will avoid this problem by communicating with our client and being as detailed as possible in our status reports.  If encountered, we will mitigate this problem by revising our schedule as necessary and rethinking various aspects of our OMT diagrams.

3. Risk:  Lack of resource availability (ie:  building closed when we need access to computing resources, etc.).

3.1. Analysis:  The probability that we will encounter this circumstance is medium.  We may need access to various resources when they are unavailable. However, we can obtain many of the tools we need, such as the Java Development Kit and Java documentation.  The impact of this circumstance would be high, as we would have serious difficulties meeting project milestones if we did not have access to resources when we needed them.

3.2. Priority:  3

3.3. Management Strategy:  We will avoid this problem by staying on schedule and even ahead of schedule if possible.  If we do find ourselves without access to resources we need, we will mitigate the problem by communicating with Dr. Collier and our client and change our schedule if necessary.

4. Risk:  Design exceeds target system capabilities.

4.1. Analysis:  The probability that we will encounter this circumstance is high.  Our current design calls for storing large amounts of data in memory for fast access.  For a large Snoop2 file, we may need to allocate more memory than is available on an average workstation.  The impact of this circumstance would be medium, as we will have to change our design and OMT diagrams, but at this point, these changes would not be extremely difficult.

4.2. Priority:  4

4.3. Management Strategy:  We plan to avoid this problem by determining the capabilities of an average machine which our software will be run on.  If these capabilities are lower than we anticipated, we will change our software design to work within the new parameters.  Most likely, we will design our software to store temporary data in a file on the hard drive, as opposed to allocating space in memory.

5. Risk:  Data loss (source code or documentation is accidentally deleted).

5.1. Analysis:  The probability that we will encounter this circumstance is low.  All of our documentation is mirrored in many places, most notably on our home computers and in our group directory on dreadnought.  The impact of this circumstance is medium, as data loss in one storage area would be a setback, but we will have recent copies of the data in another location.

5.2. Priority:  5

5.3. Management Strategy:  We will avoid this problem by backing up our data to Zip disk as well as the other locations.  In the event of serious data loss, we will mitigate the problem by restoring from backup.

6. Risk:  Group member leaves.

6.1. Analysis:  The probability that we will encounter this circumstance is low.  All of the team members have a vested interest in completing the project, as we would all like to graduate.  The impact of this is high, however.  In the event of a group member leaving, the other members of the team would have to significantly increase their workload.

6.2. Priority:  6

6.3. Management Strategy:  We have determined that there is really no way to completely avoid this circumstance.  If a team member truly wishes to leave, there is no way they can be forced to stay.

Required Resources

1. Time Estimates

1.1. Client time estimate – 5 hours/week

1.2. Team member time estimate – 20 hours/week

1.3. Technical advisor time estimate – We do not have a technical advisor at this time.

2. Hardware, Compiler and Other Resources

2.1. Java Development Kit and documentation

2.2. Network Protocol Trace Analyzer tool created by 1996-97 NAU design team

2.3. Requests for Comments from the InterNIC

2.4. Sample Snoop 2 files for testing purposes

2.5. Network hardware (Ethernet hub, Ethernet cards, twisted-pair cabling) for testing purposes

2.6. Four PCs for use in a four-node Ethernet testbed

Detailed Budget

1. Documentation and training materials for Java – est. cost $100

2. Ethernet cards, Ethernet hub, UTP cabling for testing purposes – est. cost $250

Cost Incurred by US Software

1. Travel expenses for Rich Ames (on-site visit at NAU during formal design reviews, etc.) – The exact monetary value of these expenses is unknown at this time.

2. Ethernet cards, Ethernet hub, UTP cabling (these were given to last year’s US Software design team and are already in the possession of this year’s team) – est. cost: $250

Cost Incurred by Northern Arizona University

NAU will incur no significant costs from this project.
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